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Elite Supplements customers targeted in
cyber attack
Customers of a popular supplement brand are being warned their personal details have been breached

after the company was hacked.

Aisling Brennan

@AislingBrennan9 less than 2 min read February 3, 2024 - 8:21PM NCA NewsWire

Elite Supplements has been hacked. Picture: Supplied

More From Hacking

Customers of a popular supplement brand are being warned their personal information has been

breached after the company was hacked.

Elite Supplements informed its customers in an email, seen by NCA NewsWire, that the company had

been cyber-attacked, which resulted “in one or more unknown parties gaining access” to some online

customer data.

Elite Supplements has been hacked. Picture: Supplied

The company was first alerted to the possible breach on January 30 and has been “taking the breach

extremely seriously” before informing its customers shortly after 6pm on Saturday.
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Spy agencies big China warning

Russian crim at centre of Medibank hack
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However, customers were assured no credit card, sensitive payment data or passwords were

compromised in the breach.

Instead, the hackers gained access to the names, shipping addresses, email addresses and phone

number of online customers.

“Our intention has been to verify that a breach has occurred, and to ascertain as much as we could

about what data was accessed, before alerting customers,” Elite Supplements told customers in its

email.

Online customers of the sport and health supplement website have been warned to be wary of receiving texts or emails from

the company. Picture: Supplied

“We have begun notifying the relevant government authorities and the company is complying fully with

our reporting obligations under cybersecurity laws.

“Elite Supplements deeply regrets this incident, which comes despite the considerable investment we

have made in cybersecurity.

“We sincerely apologise for any inconvenience or distress the breach has caused our customers.”

The company confirmed the data it holds has since been secured after it engaged a cybersecurity firm.

The email encouraged customers to be wary of any further communication from Elite Supplements

given data was accessed in the breach.
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Elite Supplements has informed its customers the company was the victim of a cyber attack. Picture: Supplied

“Given that access has been gained to some customer email addresses and phone numbers we urge

you to be extra vigilant with communications that appear to be from Elite Supplements,” the email

stated.

“Please be reassured that responding to this incident, and doing everything we can to protect our

customers interests, is our highest priority at present.

“We will keep you informed as soon as we have new information to share.”

The Australian company was launched in 2007 and now has more than 80 stores nationwide.

Elite Supplements has been contacted.

Sign Up Log In

Sign Up

Registration

Connect

In The Know Quiz

Newsletters

Competitions

About Us

Welcome to

news.com.au

The Team

Our Values

Code of Conduct

Shopping

Coupons

Help And Support

Contact us

FAQ

General Feedback

Advertise with us

Standards of Practice

Site Map

Licensing & Reprints

Our News Network

Kids News

The Daily Telegraph

Herald Sun

The Courier Mail

Our Partners

Kidspot

Body+Soul

realestate.com.au

FoxSports

CODE Sports

Our Apps

A NOTE ABOUT RELEVANT ADVERTISING: We collect information about the content (including ads) you use across this site and use it to make both advertising and

content more relevant to you on our network and other sites. Find out more about our policy and your choices, including how to opt-out.Sometimes our articles will

try to help you find the right product at the right price. We may receive payment from third parties for publishing this content or when you make a purchase through

the links on our sites.

Privacy policy Relevant ads opt-out Cookie policy Terms of use

Nationwide News Pty Ltd © 2024. All times AEDT (GMT +11). Powered by WordPress.com VIP

mailto:?subject=news.com.au%20-%20Elite%20Supplements%20customers%20targeted%20in%20cyber%20attack&body=Hi%2C%0A%0AI%20found%20this%20article%20from%20news.com.au%20that%20you%20might%20be%20interested%20in%3A%20%0A%0Ahttps%3A%2F%2Fwww.news.com.au%2Ftechnology%2Fonline%2Fhacking%2Felite-supplements-customers-targeted-in-cyber-attack%2Fnews-story%2Fa127fe170060000f96a7c25ee6f33744
https://www.facebook.com/dialog/share?app_id=113758722003364&href=https%3A%2F%2Fwww.news.com.au%2Ftechnology%2Fonline%2Fhacking%2Felite-supplements-customers-targeted-in-cyber-attack%2Fnews-story%2Fa127fe170060000f96a7c25ee6f33744&redirect_uri=https%3A%2F%2Fwww.news.com.au%2Ftechnology%2Fonline%2Fhacking%2Felite-supplements-customers-targeted-in-cyber-attack%2Fnews-story%2Fa127fe170060000f96a7c25ee6f33744
https://twitter.com/intent/tweet?text=Elite+Supplements+customers+targeted+in+cyber+attack&via=newscomauHQ&url=https%3A%2F%2Fwww.news.com.au%2Ftechnology%2Fonline%2Fhacking%2Felite-supplements-customers-targeted-in-cyber-attack%2Fnews-story%2Fa127fe170060000f96a7c25ee6f33744
https://www.news.com.au/
https://www.tiktok.com/@news.com.au
https://www.tiktok.com/@news.com.au
https://www.tiktok.com/@news.com.au
https://www.facebook.com/news.com.au
https://www.facebook.com/news.com.au
https://www.facebook.com/news.com.au
https://www.twitter.com/newscomauHQ
https://www.twitter.com/newscomauHQ
https://www.twitter.com/newscomauHQ
https://www.instagram.com/newscomauhq
https://www.instagram.com/newscomauhq
https://www.instagram.com/newscomauhq
https://www.youtube.com/c/newscomauhq/
https://www.youtube.com/c/newscomauhq/
https://www.youtube.com/c/newscomauhq/
https://www.news.com.au/help/rss-feeds
https://www.news.com.au/help/rss-feeds
https://www.news.com.au/help/rss-feeds
https://www.news.com.au/subscribe/news/1/?int_medium=display&int_source=site-link&int_campaign=acq_onsite_login&int_content=link&sourceCode=NWWEB_ONS_100_H&mode=register
https://www.news.com.au/subscribe/news/1/?mode=register&sourceCode=NWWEB_ONS_100_H
https://access.connect.news.com.au/
https://www.news.com.au/in-the-know-quiz/dashboard
https://www.newsletters.news.com.au/nca
https://www.news.com.au/win
https://www.news.com.au/help
https://www.news.com.au/help
https://www.news.com.au/the-team
https://www.news.com.au/help#our-values
https://www.news.com.au/help/code-of-conduct
https://www.news.com.au/best-of
https://www.news.com.au/coupons
https://www.news.com.au/help#contact-us
https://www.news.com.au/help/faqs
https://www.news.com.au/help#reader-help
https://www.newscorpaustralia.com/brands/news-com-au/
https://www.news.com.au/standards-of-practice
https://www.news.com.au/help/site-map
https://www.newspix.com.au/C.aspx?VP3=CMS3&VF=OurNetworkNPX
https://www.kidsnews.com.au/
https://www.dailytelegraph.com.au/
https://www.heraldsun.com.au/
https://www.couriermail.com.au/
https://www.kidspot.com.au/
https://www.bodyandsoul.com.au/
https://www.realestate.com.au/buy?campaignType=external&campaignChannel=syndication&campaignName=ncacont&campaignContent=&campaignSource=newscomau&campaignPlacement=article
https://www.foxsports.com.au/
https://www.codesports.com.au/
https://apps.apple.com/au/app/news-com-au/id1454481155
https://apps.apple.com/au/app/news-com-au/id1454481155
https://apps.apple.com/au/app/news-com-au/id1454481155
https://play.google.com/store/apps/details?id=com.newscorp.newscomau.app&referrer=utm_source%3Dmarketinglandingpage
https://play.google.com/store/apps/details?id=com.newscorp.newscomau.app&referrer=utm_source%3Dmarketinglandingpage
https://play.google.com/store/apps/details?id=com.newscorp.newscomau.app&referrer=utm_source%3Dmarketinglandingpage
https://preferences.news.com.au/##collect
https://preferences.news.com.au/
https://preferences.news.com.au/##optout
https://preferences.news.com.au/cookies
https://www.news.com.au/terms-and-conditions
https://vip.wordpress.com/

